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It's a miracle! Yes, finding something on the internet can seem to be miraculous. But the actual miracle is no longer finding what you are looking for; it's finally completely getting rid of what you've found! In fact, getting rid of what you've found is the real miracle. Pound on your delete key all you will, take an oath it's gone and forgotten, and don't you know that some smart-aleck computer enthusiast will come along and make a liar out of you despite your fervent oath.

Bringing back the text or photo you have vigorously deleted is not as miraculous as it may seem. The real miracle is how easy it can be to bring back from the dead. With surprisingly little effort your deleted item can be readily restored. Now if your restored text or photo happens to exist in any variety between embarrassing and deadly, you may wish you backed up your delete key with something that really did the job. 

East-Tec Eraser is the quintessential software for eliminating anything you really want to get rid of without worrying that it will show up unexpectedly because someone was able to restore it. What's more, it's easy to use and fool-proof.

After an easy installation, East-Tec Eraser opens with a vertically placed menu bar the first item in which is Privacy Guard. Its purpose is to erase sensitive data you have gathered from Windows and the internet that was extracted without your knowledge or permission. It will not erase files you have saved or that are needed for normal operation. 

The Privacy Guard engages as the first and basic "hot" item in Eraser's menu and in my initial venture gathered a collection of 2,351 previously "deleted" files that had been originally quarantined by Malwarebytes or Norton Utilities over a several year period among a collection of other files that I had long ago considered "gone forever". Well what do you know? There they were just sitting there unknown and out of reach to me, just waiting to be reclaimed by someone with the smarts to do it. With the click of a single button in Privacy Guard, one by one each of those 2,351 files was finally and finitely laid to rest by East-Tec Eraser.

Of course the object in the future would be not to wait until a few thousand of those files were accumulated, but to use Privacy Guard regularly on an ongoing basis which I will make it my business to do henceforth. Needless to say, before using Privacy Guard you need to be certain you are not erasing something you plan to possibly restore at a future time. This is a caveat that holds true for anything else you feed to East-Tec Eraser in one or another of its tools. The items selected by Privacy Guard will conform to pre-chosen defaults.

Button #2, Erase Files and Folders, allows you to indicate files or folders that you want to add to your erase list. You can specify certain criteria or otherwise drag and drop specific files or folders to this area.

Button #3, Erase Deleted Data, ensures that previously deleted files are removed from specified drives on your computer beyond recovery. 

Button #4, Media Wiper, was designed to address all removable media devices up to 64 GB. It also has provisions for wiping entire disks or partitions.

Button #5 cleans traces of your online activities at certain intervals which you specify.

How does it all work? To the best of our judgment, East-Tec competently removed everything it boasted it was going to. We had the opportunity to put East-Tec Eraser through its paces in both Firefox and Chrome browsers. It worked equally well with both and can be expected to work similarly with other common browsers. Erasing the free space allocated to previously deleted files needs to be done while the computer is not in normal occupied usage. It takes plenty of time.

East-Tec provides for very secure erasing that meets and exceeds the U.S. Department of Defense standards for the permanent erasure of digital information. If there is a caveat, it is in nomenclature. East-Tec provides for a free trial period for Eraser. You need to wring the software out to make certain you are comfortable with its instructions, straightforward as they may be. It is very powerful software whose purpose is to readily, permanently and irretrievably erase. Not too much imagination is required to imagine problems that can result in improper use. While there is little really difficult in its usage, wisdom dictates caution. East-Tec helps by making a trial copy of Eraser available to you. It will also help convince you it is software you don't want to be without if you desire to maintain unrestricted control over what is available or not on your hard drive.

As you would expect, whatever Eraser activities you may be employing at the moment need be during a period of time when your cyber-activities are not otherwise occupied. Eraser helps by offering a scheduler to properly and conveniently plan the periods of time during which Eraser functioning will occur and prevent other computer or internet usage.
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